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Thank you for your recent Freedom of Information request about cyber security.   Please 
find the Trust’s response below. 
 

1. Standard Firewall (Network) - Firewall service protects your corporate Network from unauthorised 
access and other Internet security threats. Cisco and UTM 

 
2. Anti-virus Software Application - Anti-virus software is a program or set of programs that are designed 

to prevent, search for, detect, and remove software viruses, and other malicious software like worms, 
trojans, adware, and more.  Sophos and McAfee 

 
3. Microsoft Enterprise Agreement - is a volume licensing package offered by Microsoft.  

  Yes a volume licensing package is offered by Microsoft. 

 
The information I require is around the procurement side and we do not require any specifics (serial numbers, 
models, location) that could bring threat/harm to the organisation.  For each of the different types of cyber 
security services can you please provide me with: 
 
For Question 1 above: 
  
1.       Who is the existing supplier for this contract?   All services are provided via our Shared Countywide 
          IT Services hosted by Gloucestershire Hospitals NHS Foundation Trust. 
 
          Please contact:  
          Trust Freedom of Information Co-ordinator 
          Legal Services Department 
          Gloucestershire Hospitals NHS Foundation Trust 
          Gloucestershire Royal Hospital 
          Robinswood House 
          Gloucestershire 
          GL1 3NN  
 
          Email:  https://foi.glosnhs.net/secureforms/InformationRequestForm/ 
 
2.       What does the organisation spend for each of contract?  The Trust does not hold this 

information, please contact Shared Countywide IT Services hosted by Gloucestershire Hospitals 
NHS Foundation Trust. 

 
3.       What is the description of the services provided for each contract? Please do not just state 
          firewall. Please contact Shared Countywide IT Services  
  
4.       Primary Brand (ONLY APPLIES TO CONTRACT 1&2).  Cisco and UTM 
 
5.       What is the expiry date of each contract?   Please contact Shared Countywide IT Services  
 
6.       What is the start date of each contract? Please contact Shared Countywide IT Services  
 
7.       What is the contract duration of contract?  Please contact Shared Countywide IT Services 
 

mailto:2gnft.Information-Freedom@nhs.net
http://www.2gether.nhs.uk/
https://foi.glosnhs.net/secureforms/InformationRequestForm/


 

8.       The responsible contract officer for each of the contracts above? Full name, job title, contact  
          number and direct email address.  Please contact Shared Countywide IT Services 
 
For Question 2: 
 
1.       Who is the existing supplier for this contract?  All services are provided via our Shared 
          Countywide IT Services hosted by Gloucestershire Hospitals NHS Foundation Trust. 
 
2.       What does the organisation spend for each of contract?  Please contact Shared Countywide IT  
          Services? Please contact Shared Countywide IT Services 

 
3.       What is the description of the services provided for each contract? Please do not just state 
          Firewall? Please contact Shared Countywide IT Services 
 
4.       Primary Brand (ONLY APPLIES TO CONTRACT 1&2). Cisco and UTM 

 
5.       What is the expiry date of each contract?  Please contact Shared Countywide IT Services 
 
6.       What is the start date of each contract?  Please contact Shared Countywide IT Services 

 
7.       What is the contract duration of contract?  Please contact Shared Countywide IT Services 

 
8.       The responsible contract officer for each of the contracts above? Full name, job title, contact 
          number and direct email address.  Please contact Shared Countywide IT Services 

 
 
For Question 3: 
1.       Who is the existing supplier for this contract? 
          Microsoft 
 
2.       What does the organisation spend for each of contract? 
          0 for Desktop OS 
          Currently in year 2 of 3 for SQL and System Center at an annual cost of £25k 
         Azure contract is for £8k per annum. 

 
3.       What is the description of the services provided for each contract? Please do not just state 
          firewall. 
          Desktop OS and ATM for Windows 10 is part of the national contract 
          SQL Server 2016 processor licenses for two resilient SQL servers 
          System Center licenses for 8 Hyper V hosts and 10 individual servers - mainly used for 
          DPM and VMM 
 
5.       What is the expiry date of each contract? March 2020 
 
6.       What is the start date of each contract? March 2017 
 
7.       What is the contract duration of contract? 3 year EA 
 
8.       The responsible contract officer for each of the contracts above? Full name, job title, contact 
          number and direct email address. 
          Rob Blagden 
          Deputy Director of I.T. 
          01452 894895 
          r.blagden@nhs.net   
 
9.       Number of License (ONLY APPLIES TO CONTRACT 3) 
          2400 desktop OS licenses via national contract 
          64 SQL processor core licenses 
          100 System Centre core licenses (mix of data center and standard licenses) 
 

Yours sincerely, 
 

Lisa Evans 
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LISA EVANS 
Information Governance Officer 
2gether NHS Foundation Trust 
 

 
 

 
 
 
 
 

Copyright & Reuse of Public Sector Information  

The information and material that is routinely published is subject to 2gether NHS Foundation Trust's 
copyright unless otherwise indicated. Unless expressly indicated on the material to the contrary, it may be 
reproduced free of charge in any format or medium, provided it is reproduced accurately and not used in a 
misleading manner.  Where any of the copyright items are being re-published or copied to others, you must 
identify the source of the material and acknowledge the copyright status. Permission to reproduce material 
does not extend to any material accessed through the Trust website that is the copyright of third parties. 
You must obtain authorisation to reproduce such material from the copyright holders concerned. For further 
guidance on a range of copyright issues, see the Office of Public Sector Information (OPSI) web site: 
www.opsi.gov.uk/advice/crown-copyright/copyright-guidance/index.htm 

or write to: OPSI, 102 Petty France, London SW1H 9AJ. 
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